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Monitoring event sources with 10.5 

Number of log messages and idle time for each event source / event 

type was recorded 

Admins could configure a time threshold and be notified when the 

event source stopped sending logs 
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Limitations 

Thresholds were static 

Thresholds had to be 

defined manually 

No alerts if the event source 

was generating too many / 

too few messages, but only 

if was no more sending logs 

Not considering devices 

which for example might be 

quite during the night 
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Automatic Monitoring with 10.6 

• Receive automatic alerts based on 

deviations from the baseline 

behavior of your event sources 

• No need to set up numerous group 

thresholds and policies 

• For each event source, the number 

of logs generated every hour (e.g. 

8am-9am) is compared with the 

baseline created the previous days 

during the same timeframe 
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