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There are two options to extract logs from the archiver:-

1st option: Using Broker investigation from Ul:-

- Put the archiver as a data source in a Broker
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- Investigate from the broker:-
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Open the sessions
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You will find the notification showing the logs extracted and then you could download it to your
PC from Profile->Jobs
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Preferences Jobs
Notifications |
I Jobs Job Name Recurring  Scheduled Component Owner Action Message Status Progress
Extract Logs No 2015-12-209:00am  Investigati..  admin id Extracting logs for 7 sess Completed
Extract Logs No 2015-12-20 8:45am Investigati..  admin Extracting logs for 7 sessio...  Completed

2nd option: Using saget.py script from the CLI:-

- Move the script to the Archiver.

- Issue the command: chmod +x saget.py “to make it executable”

- Run the script with the query you want to extract.

- Anexample to run the query is :- python saget.py -L -t 192.168.2.122 -p 50108 -u admin -s
"2015-Dec-01 12:00:00" -e "2015-Dec-20 12:05:00" -o archivertest2.log -q "did exists"

Where:-

-t : Archiver’s IP.

-p : REST Port.

-u : REST username.

-s : Start time of the query.

-e : End time of the query.

-0 : output file to save the sessions to.
-q : query to execute.

When you execute the query it will ask you for a password which is the password of the REST username
“admin” which is “netwitness” by default.

You could now open the file archivertest2.log to check all the sessions extracted:-






